CONSILIUL AUDIOVIZUALULUI AL REPUBLICII MOLDOVA

DECIZIA nr. 285
din 15 septembrie 2023

Cu privire la aprobarea Metodologiei privind constatarea si evaluarea cazurilor de
dezinformare in continuturile audiovizuale

Tn conformitate cu prevederile art. 75 alin. (3) lit. h) din Codul serviciilor media audiovizuale al
Republicii Moldova nr. 174/2018, Consiliul Audiovizualului elaboreaza, aproba si supravegheaza
punerea in aplicare a metodologiilor de monitorizare a continuturilor serviciilor media audiovizuale
liniare si neliniare, precum si ale serviciilor de platforma de partajare a materialelor video.

La data de 21 iulie 2023, prin Decizia Consiliului Audiovizualului nr. 219, au fost initiate consultarile
publice referitor la Metodologia privind constatarea si evaluarea cazurilor de dezinformare in
continuturile audiovizuale, fiind stabilita data-limita pentru prezentarea propunerilor 07 august 2023.
Astfel, Consiliul Audiovizualului a receptionat propuneri din partea AO ,,Centrul Pentru Jurnalism
Independent” si AO ,,Asociatia Presei Electronice”.

In temeiul prevederilor art. 29 si 73-75 din Codul serviciilor media audiovizuale al Republicii
Moldova nr. 174/2018, ale art. 11 din Legea nr. 239/2008 privind transparenta in procesul decizional,

Consiliul Audiovizualului al Republicii Moldova DECIDE:

1. Se aproba Metodologia privind constatarea si evaluarea cazurilor de dezinformare in continuturile
audiovizuale (se anexeaza).

2. Controlul asupra executdrii prezentei decizii Se pune in sarcina Directiei control servicii media
audiovizuale si Sectiei juridice.

3. Prezenta decizie intra in vigoare la data adoptarii, se publica in Monitorul Oficial al Republicii
Moldova si pe pagina web oficiald a Consiliului Audiovizualului.

PRESEDINTA Liliana VITU-ESANU



Aprobata
prin Decizia Consiliului Audiovizualului
nr. 285 din 15 septembrie 2023

Metodologia privind constatarea si evaluarea cazurilor de dezinformare
in continuturile audiovizuale

INTRODUCERE

In ultimii ani, peste 50 de tari din intreaga lume au adoptat legi impotriva dezinformarii. Uniunea
Europeana (UE) a fost foarte activa in aceasta sfera, introducand un set de initiative in Planul de
actiune al UE Tmpotriva dezinformarii din 2018, inclusiv un Cod de practici de auto-reglementare
convenit de Comisia Europeand, Tmpreuna cu principalele retele de socializare si cu agentii de
publicitate. Pana in prezent, Codul, care a fost consolidat in 2022, a fost semnat de 38 de entitati.
Monitorizarea facutd de ERGA privind punerea in aplicare a acestuia stabileste cdi utile pentru
autoritatile de reglementare din UE si pentru alte autoritati de reglementare cu privire la modul de
abordare a dezinformarii.

Tn octombrie 2022 a intrat in vigoare Legea UE privind serviciile digitale. Acest document a fost
adoptat pentru a apropia legislatiile nationale divergente privind dezinformarea, situatie care
afecteaza negativ piata interna a UE. Odata cu intrarea in vigoare a acestei legislatii, In special a
articolului 45, Codul de bune practici privind dezinformarea a devenit obligatoriu pentru semnatari.

Ulterior, Comisia Europeand a inaintat o propunere legislativa cu privire la Actul european privind
libertatea presei (European Media Freedom Act), care stabileste norme comune pentru buna
functionare a pietei interne a serviciilor mass-media. Aceste norme vizeaza, printre altele,
independenta furnizorilor de servicii media, libertatea editoriald si transparenta proprietatii. Textul
urmeaza sa fie adoptat de Parlamentul European si de Consiliu pana in septembrie 2023. Mai precis,
EMFA impiedicd autoritatile nationale de reglementare sa intervina sau sa incerce sa influenteze in
vreun fel, direct sau indirect, politicile si deciziile editoriale ale furnizorilor de servicii mass-media
(articolul 4).

Republica Moldova, in calitate de stat candidat la aderarea la UE, trebuie sa transpuna in practica
acquis-ul comunitar, care include toate legislatiile UE in vigoare, precum si Conventia Europeana a
Drepturilor Omului. Prin urmare, Consiliul Audiovizualului (CA) trebuie sd se asigure cd legislatia
pe care o pune in aplicare este conformi cu legislatia UE. In cazul in care nu este conforma,
jurisprudenta Curtii de Justitie a Uniunii Europene impune instantelor nationale sa anuleze legislatia
nationala sau, daca este posibil (Curtea de Justitie, 1964, Costa v. ENEL, cauza 6/64), sa interpreteze
legislatia nationald n lumina legislatiei UE (Curtea de Justitie, 1984, von Colson, cauza 14/83).

In consecinti, atunci cand pune in aplicare Codul serviciilor media audiovizuale al Republicii
Moldova (CSMA) in ceea ce priveste lupta impotriva dezinformarii, CA se asigurd ca punerea in
aplicare este conforma cu legislatia UE care prevede, pe de o parte, libertatea de exprimare si, pe de
alta parte, in special de Indata ce EMFA va intra in vigoare, libertatea editoriald pentru furnizorii de
servicii media.

Potrivit CSMA, ,,dezinformarea este raspdndire intentionatd, pe orice cale, in spatiul public, a
informatiilor al caror caracter fals sau inselator poate fi verificat si care sunt de natura sa dauneze
securitatii nationale”.



EVALUAREA
Evaluarea unui potential caz de dezinformare incepe, daca este reclamat la CA, printr-o petitie
adresata de catre oricine, inclusiv de membrii CA.
Evaluarea unui potential caz de dezinformare necesita o analiza in trei etape, dupa cum urmeaza:
1. examinarea preliminara a petitiei;
2. descrierea contextului 1n care a aparut cazul;
3. aplicarea criteriilor de evaluare, pentru a determina dacd potentialul caz constituie sau nu
dezinformare si, respectiv, daca este sau nu incalcat CSMA.

1. Examinarea preliminari a petitiei

1.1. Petitia cu privire la un potential caz de dezinformare trebuie sa contind informatiile prevazute de
Codul administrativ (art. 75):

a) numele si prenumele sau denumirea petitionarului;

b) domiciliul sau sediul petitionarului si adresa de posta electronica daca se solicita rdspuns pe aceasta
cale;

c¢) denumirea autoritatii publice;

d) obiectul petitiei si motivarea acesteia;

e) semnatura petitionarului ori a reprezentantului sau legal sau imputernicit, iar in cazul petitiei
transmise In forma electronica — semndtura electronica.

1.2. La capitolul ,,obiectul petitiei si motivarea acesteia” petitionarul:

a) vaindica fidel mesajul susceptibil de a constitui dezinformare si va arata exact unde (in ce serviciu
media audiovizual) si cand (ziua/ora) a fost raspandit;

b) va prezenta o explicatie si o argumentare a caracterului fals sau inselator al mesajului raspandit
susceptibil de a constitui dezinformare, precum si dauna pe care o poate aduce securitatii statului;

c) dupa caz, va demonstra ca mesajul susceptibil de a constitui dezinformare a fost raspandit in spatiul
public de un furnizor sau de un distribuitor de servicii media.

1.3. Daca petitia nu corespunde cerintelor prevazute la pct. 1.1. lit. ¢)-e) si/sau nu contine informatiile
de la pct. 1.2, petitionarului i se indica asupra neajunsurilor si i se acordd un termen rezonabil pentru
inliturarea lor. In cazul in care petitionarul nu inliturd neajunsurile in termenul acordat, petitia nu se
examineaza (art. 76 alin. (2) din Codul administrativ).

Nota Bene (NB)! Pentru o intelegere corespunzatoare a notiunii de securitate nationala, a consulta
tabelul alaturat.

reprezinta ansamblul masurilor politico-diplomatice, economice, militare,
ecologice si de alta natura care asigura statului independenta si Suveranitatea nationala,
integritatea teritoriala, ordinea interna constitutionala si propriul sistem de valori

(sistemul financiar-bancar, resursele energetice, sectorul
industrial, agricultura, alimentatia, comertul)

(stabilitatea sistemului
constitutional si al statului de drept,
dar si protectia fizica a
personalitatilor publice)

(echilibrul si relatiile dintre (prevenirea catastrofelor de orice
grupuri, precum si sistemul de tip)

protectie sociald) (protejarea sistemelor informatice

si a retelelor de telecomunicatii)

(sistemul de protectie si control, ce

vizeaza sanatatea consumatorilor,
asupra materiilor prime, practicilor
agricole si activitatilor de
prelucrare alimentara)

(tot ceea ce tine de domeniul
fortelor armate)

(prevenirea poludrii mediului
cultural cu elemente de subcultura
sau intruziune culturald)

(protectia necesitatilor de natura
informationala ale individului,
societatii si statului, care sa
permita asigurarea satisfacerii
acestora si evolutia lor progresiva,
independent de prezenta
amenintarilor de natura
informationald, interne si externe)



2. Descrierea contextului in care a aparut cazul

Descrierea contextului se refera la:

2.1. Informatii despre proprietarul/beneficiarul final al serviciului media audiovizual care a raspandit
mesajul susceptibil de a constitui dezinformare.

2.2. Naratiune: detalii despre naratiunea pe care o sustine mesajul susceptibil de a constitui
dezinformare si/sau despre contextul in care a fost difuzatd/facuta (ce naratiune este formulata si cine
o formuleaza; naratiunea e originald/ineditd sau cunoscutd; dacd e cunoscuti, de unde e
preluatd/inspiratd; de ce naratiunea a aparut anume in momentul dat; in legdtura cu ce a fost facuta
naratiunea si In ce circumstante; ce a precedat aparitia naratiunii; prin ce fapte/argumente este
sustinutd naratiunea etc.).

3. Aplicarea criteriilor de evaluare

3.1. La aceasta etapa se stabileste daca mesajul constituie sau nu dezinformare, prin raspunsurile la
un set de intrebari, dupa cum urmeaza:

» Se poate considera ca mesajul contine elemente de dezinformare?

» Informatia din mesaj este falsa sau inselatoare?

> In ce termeni, in ce cuvinte este exprimata informatia falsa sau inselitoare?

» Ce fapte contrazic informatia falsa sau Inseldtoare?

» Care sunt sursele primare ale faptelor ce contrazic informatia falsa sau inselatoare?

» Daca nu exista surse primare, care sunt sursele secundare ale faptelor ce contrazic informatia falsa
sau ingelatoare (de indicat, cel putin, doua surse secundare)?

» Sursele primare/secundare sunt suficiente pentru a dovedi ca informatia din mesaj constituie
dezinformare?

Daca raspunsurile la intrebarile din sbp. 3.1. nu sunt afirmative gi/sau nu pot fi sustinute de dovezi
incontestabile, atunci nu se atestata semne de incalcare a CSMA, fapt consemnat de persoana
responsabila de examinarea petitiei in raportul de control/monitorizare, care este prezentat membrilor
CA si partilor interesate spre examinare. Daca, 1nsa, este constatat caracterul fals sau ingelator al
informatiei din mesajul raspandit, analiza cazului continua cu raspunsuri la urmatoarele intrebari:

» Organizatiile de verificare a faptelor au publicat analize care dovedesc caracterul fals sau inselator
al informatiei din mesajul raspandit?

» Daca da, analizele respective au condus la aceleasi concluzii ca si ale CA?

NB: Caracterul fals al informatiilor se referd la informatiile contrare adevdrului, mincinoase,
neintemeiate pe fapte, care au numai aparenta adevarului, veridicitdtii. Caracterul fals poate fi
demonstrat prin verificare si confruntare cu informatiile disponibile in spatiul public Tn momentul
raspandirii mesajului, inclusiv cu cele din analizele efectuate de verificatorii de fapte profesionisti.
Caracterul Inselator al informatiilor se refera la informatiile care, prin formulari, accente, interpretari
si prezentare echivocd, ambigud, confuza, induc in eroare publicul, abuzdnd de buna-credintd a
acestuia. Informatiile Inselatoare creeaza in mintea omului o idee sau o impresie gresita despre fapte,
iar rdspandirea repetatd a unor astfel de mesaje conduce in timp la crearea unei imagini gresite despre
fapte si fenomene, intarind stereotipuri si perpetuand prejudecati.

3.2. Detalii care s demonstreze caracterul intentionat al rdspandirii informatiei false sau Inselatoare:
» Informatiile sunt raspandite accidental, ciclic sau pe termen lung?

O campanie de dezinformare intentionatd incepe cu aruncarea accidentala in spatiul public a unei idei
bazate pe informatii false sau inseldtoare cu referire la un subiect de interes public (vizand securitatea
nationala, de exemplu). In cazul in care aceasti informatie nu este rispandita repetat de serviciul
media audiovizual, este dezmintita si nu se mai revine la ea, atunci difuzarea dezinformarii este pusa
pe seama unei greseli jurnalistice, neintentionate, a unei erori deontologice. Daca, insa, informatiile
false sau inselatoare sunt difuzate repetat, ciclic (in campaniile electorale, in preajma unor evenimente
importante pentru stat si cetateni) sau pe termen lung (sunt atacate periodic ideile privind vectorul
extern al tarii, politicile publice in domenii-cheie, reformele in contextul parcursului european etc.),
atunci este vorba despre o intentie de a raspandi informatii false si inseldtoare cu scopul de a semana
neincredere, de a eroda rezilienta oamenilor si increderea lor in institutiile statului, in sistemul de
politici publice si in valorile democratice. Intentia care sta la baza raspandirii unor astfel de informatii
poate fi schimbarea cursului politic din tara, cresterea numarului de opinii anti-stat si a scepticismului
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cu privire la cursul adoptat de Guvernul legitim al tarii, si chiar preluarea controlului asupra sferei
politice si a altor domenii-cheie din stat.

» Proprietarul/beneficiarul final al serviciului media audiovizual este afiliat politic?

Afilierea politica poate fi un indicator pentru determinarea/argumentarea intentiei de a raspandi
informatii cu un caracter fals sau inselator. Daca proprietarul este cunoscut pentru ideile sale cu
referire la subiecte de interes public, inclusiv in ceea ce priveste vectorul de dezvoltare a statului,
politicile publice etc., probabilitatea ca aceste idei sd se regaseasca si In continuturile difuzate de
serviciul media audiovizual este mai mare.

» La determinarea intentiei se va tine cont si de prevederile Codului penal al Republicii Moldova,
care, la Articolul 17. Infractiunea savarsita cu intentie, stipuleaza: ,,se considera ca infractiunea a
fost savarsita cu intentie daca persoana care a savarsit-o isi dddea seama de caracterul prejudiciabil
al actiunii sau inactiunii sale, a prevazut urmarile ei prejudiciabile, le-a dorit sau admitea, in mod
constient, survenirea acestor urmari”.

3.3. Informatia cu caracter fals sau inselator raspanditd a daunat sau este Tn masurd sia dauneze
securitatii nationale?

Urmatoarele patru criterii de evaluare, exprimate prin patru intrebari, sunt cumulative, adica, daca
raspunsul mécar la una dintre aceste intrebari este negativ, inseamna ca nu exista semne de incalcare
a CSMA.

» Informatia vizeaza securitatea nationala?

» Informatia falsd sau inselatoare vizeaza In mod intentionat securitatea nationala?

» Informatia falsa sau inselatoare a adus deja sau este in masura sa aduca daune semnificative
securitatii nationale?

» Exista o legatura cauzala directa intre daune si informatiile false sau inselatoare raspandite?

3.4. Gradul de raspandire a informatiilor false sau inselatoare.

Criteriul masoara amploarea raspandirii informatiilor false sau inselatoare.

» Informatiile false sau inselatoare au fost raspandite prin intermediul unui singur mijloc — serviciul
media audiovizual ce apartine proprietarului/beneficiarului final respectiv.

» Informatiile false sau inselatoare au fost raspandite prin intermediul a mai multor mijloace:
serviciul media audiovizual liniar, serviciul media audiovizual neliniar, retelele de socializare,
platformele de partajare a materialelor video etc. (de indicat exact).

3.5. Circumstantele atenuante si agravante.

Criteriul vizeaza comportamentul furnizorului serviciului media in cazul raspandirii informatiilor
false sau inselatoare.

» Circumstante atenuante: circumstantele in care sunt aplicate corespunzator normele deontologiei
profesionale.

De exemplu: in cazul unei transmisiuni in direct cineva prezintd o informatie falsa sau inselatoare, iar
moderatorul, In mod explicit, o dezminte In cadrul aceluiasi program audiovizual ori se disociaza de
ea, sau, la scurt timp dupa transmisiunea in direct, furnizorul serviciului media difuzeaza un mesaj in
care dezminte informatia pe care o considerd falsd sau Inselatoare si/sau se disociaza explicit de
aceasta.

» Circumstante agravante: circumstantele in care serviciul media audiovizual a mai raspandit
informatii cu caracter fals sau ingelator.

De exemplu: CA a constatat ca anterior furnizorul serviciului media a incalcat CSMA (art. 17 sau
art. 13); CA a fost sesizat cu privire la aceeasi informatie sau la alte informatii cu caracter fals sau
inselator raspandite de respectivul serviciu media audiovizual, CA a examinat anterior sesizari cu
privire la aceastda informatie sau la alte informatii cu caracter fals sau Inselator raspandite de
respectivul serviciu media audiovizual.

Fiecare potential caz de dezinformare urmeaza sa fie analizat conform criteriilor de evaluare si luand
in considerare toate elementele si detaliile referitoare la caz, prevazute in prezenta metodologie. Doar
o analiza de continut complexa si riguroasa este in masura sd determine caracterul fals sau inseldtor
al informatiilor, raspandirea lor intentionata, precum si daunele sau probabilitatea daunelor pe care le
pot aduce securitatii nationale a Republicii Moldova. Metodologia indica CA sa tind cont de toate
circumstantele si elementele in procesul de analiza a unui potential caz de dezinformare si sa decida
in functie de rezultatele analizei.



